


 

IP Routing Protocols

Administrative Distances – Rate the trustworthiness of routing information received from a neighbour router.

Route Source



Default Distance

Connected Interface


0

Static Route Address


1

EIGRP




90

IGRP




100

OSPF




110

RIP




120

External EIGRP


170

Unknown



255 (Will not pass traffic)

Static Routing – Some routers do not support dynamic routing. When routers are separated by a dial-up line it could be unfeasibly expensive to dial out whenever a routing update needs to be sent.  A default route is required from an intranet to the Internet.

Dynamic Routing – Two main classes

Distance Vector (Hop count) – Each router periodically broadcasts a copy of its routing table to neighbouring routers (Routing by rumour) – RIP and IGRP

Link State – Learns from neighbouring routers and “hello packets” about each others neighbouring routers – OSPF

There are two types of routing protocols used in Internetworks

-IGP (Interior Gateway Protocol) Used to exchange routing information with routers in the same Autonomous system (AS).  An AS is a collection of networks under a common admin domain.  e.g. RIP, OSPF

-EGP (Exterior Gateway Protocol) Used to communicate between AS’s.  e.g. BGP

RIP (Routing Information Protocol) 

–Distance vector protocol using hop counts as its metric, up to 15. 

-Administrative distance of 120.

-Routing updates sent every 30 seconds.

-Load balance over 6 equal cost paths (default of 4).

-RIP 1 only permits one subnet mask per network number.

IGRP (Interior Gateway Routing Protocol)

-Distance vector protocol using bandwidth, delay, reliability, load and maximum transmission unit.

-Proprietary Cisco distance vector routing protocol.

-Recognise routes up to a default maximum of 100 hops – can be 255.

-Routing updates are sent every 90 seconds.

-Load balance over 6 equal cost paths (default of 4).

-Supports triggered updates.

